
Don’t be the next victim:   
How to Respond 
to Cybersecurity 
Attacks in 2023

Virtually everyone shares 
sensitive information online.

Cyber threats lurk around every corner. 
As businesses embrace cloud services 
and AI, they open new doors for 
hackers. But the biggest vulnerability 
isn’t always technology – it’s people. 

Let’s explore the human side of data 
security. Our infographic reveals how 
well (or not) employees are locking 
down accounts – plus smart strategies 
to protect yourself – and your 
businesses’ data, from cyberattacks.

1/5
USERS

have 5-9 online 
accounts that 
hold personal 
information

Most use passwords, but few 
secure them effectively
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are online daily, up 
from 88% in 2022
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While multi-factor authentication can fill the gap and 
prevent 99.9% of cyberattacks, it’s still not widely 
adopted by organizations.
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DO YOU USE MFA?

And the problem is getting worse.
Increased online presence and data security practices 

and knowledge impact cybercrime rates

2,047
reported cybercrime incidents 

that led to losing money or data

27%
have been a victim of at least 

one type of cybercrime
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How can we start to turn the tide?

Use strong 
passwords

Turn on MFA

Report phising Run software 
updates

It’s time to act.

Sources: Oh Behave! The Annual Cybersecurity Attitudes and Behaviors Report 2023, National Cybersecurity Alliance;
 IBM Cost of Data Breach 2023 report; 17 Essential Multifactor Authentication Statistics, Zippia

https://www.avepoint.com/blog/protect/passwords-protection 
https://www.avepoint.com/blog/protect/mfa-multi-factor-authentication 
https://www.avepoint.com/blog/protect/phishing-attacks 
https://www.avepoint.com/blog/protect/software-updates
https://www.avepoint.com/sg/ebook/ransomware-readiness-checklist

